安全扫描/渗透测试接入确认单

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **被测单位名称** | $被测单位$ | | | | **项目编号** | | $项目编号$ | |
| **被测信息系统**（业务） | $项目名称$ | | | | **保护等级** | | $等级$ | |
| **接入位置** | 多个接入位置时分别说明：  □互联网，对 进行 □扫描 □渗透测试；  □内部网络（IP：接入交换机：端口号：），对 服务器、网络设备、安全设备 进行 □扫描 □渗透测试； | | | | | | | |
| **测试工具** | 产品 | 工具类型 | | 设备编号 | | 版本号 | | 漏洞库 |
|  |  | |  | |  | |  |
|  |  | |  | |  | |  |
|  |  | |  | |  | |  |
|  |  | |  | |  | |  |
|  |  | |  | |  | |  |
|  |  | |  | |  | |  |
| **接入时间** | $现场测评首日$ | | | 至 | | $现场测评首日$ | | |
| **测评人员 确认事项** | * 接入工具/漏洞库已升级到最新版本；   ■ 已对接入工具进行病毒、木马查杀；  ■ 已与被测单位进行了沟通，被测单位已知晓安全扫描接入可能的风险。 | | | | | | | |
| **被测单位 确认事项** | ■ 已完成可能受影响人员的沟通、系统备份等准备工作；  ■ 已对接入扫描的风险进行评估；  ■ 被测单位安排了技术人员陪同，对系统运行情况进行监控。  □ 其他 | | | | | | | |
| **测评人员** |  | | | **日期** | |  | | |
| **客户代表** |  | | | **日期** | |  | | |
| **实施结果** | ■ 已完成测试，未对被测系统（业务）造成影响。  □ 已完成测试，但对被测系统（业务）造成了影响，\_\_\_\_\_\_\_\_\_\_\_\_。  □ 未完成测试。  □ 其他 | | | | | | | |
| **扫描结果** | $项目编号$\_$项目名称$\_扫描结果.zip | | **校验码** | | | 校验码 | | |
| **测评人员** |  | | **日期** | | |  | | |
| **客户代表** |  | | **日期** | | |  | | |

**附录一：测试接入拓扑图**

**附件二：测试对象**

■ 在生产环境接入，且在授权接入点、时间段内进行

|  |  |
| --- | --- |
| **测评对象** | **说明** |
| 主机系统（服务器、网络设备、安全设备） | 漏洞扫描 |
| 应用系统 | 漏洞扫描 |
| 应用系统 | 渗透测试 |

□ 对可用性、连续性要求高的系统，被测单位建立仿真测试环境

|  |  |  |
| --- | --- | --- |
| **测评对象** | **仿真环境对应测评对象** | **说明** |
|  |  |  |
|  |  |  |
|  |  |  |

□ 不接受工具测试风险，出具签章的“自愿放弃验证测试声明”作为报告附件。

注：记录编号：#（项目编号）-\*（项目标识）R01